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Abstract
A local VM is not always the obvious choice since setting it up is quite a hassle for many of us - you have RAM and disk 
space requirements plus the OS image to consider. User account setup and network configuration can sometimes be a 
pain; so does managing OS snapshots (clean state) & updates.

At the other end, setting up a Docker container is easy and has a minimal footprint, but has runtime restrictions.

We talk about a spectrum and not about a unique solution because companies have different needs and limitations on what 
they need to do in various repackaging scenarios.

Things we’ll cover in this webinar: 

● support for repackaging and testing in Docker containers 
● zero-configuration: limitations and alternatives
● containers vs. hypervisors
● strategies for reducing friction while running apps in sandbox environments
● common gotchas
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Repackager Overview

● MSI, App-V & MSIX

● High-level constructs

● Project-based



Package Lifecycle



Repackager Targets

● Local & Server 
● Remote machines
● Hyper-V
● VMware (Workstation, Player, vSphere)
● Docker containers



Repackager Targets

Each kind of repackaging environment has its strengths & weaknesses. 

● Repackaging on the local PC is fast, but not a great idea (non-deterministic, 
pollutes the environment)



Repackager Targets

● A local VM is not always the obvious choice since setting it up is quite a 
hassle for many of us: 
○ slower than direct hardware

○ you have RAM and disk space requirements 

○ providing the OS image 

○ activation & licensing

○ user account setup 

○ network configuration can sometimes be a pain (NAT, bridged connections, subnets)

○ managing OS snapshots (clean state) & updates



Repackager Targets

● On the other end, setting up a Docker container is easy and has a minimal 
footprint, but has runtime restrictions
○ less control over the guest OS setup
○ access to limited OS versions (legacy systems)
○ no desktop environment 
○ no UI interaction (both package and app)
○ x86/x64 hassles



Repackager Targets

Each kind of repackaging environment has its strengths & weaknesses. 

We acknowledge this as a spectrum and not as a unique solution because 
companies have different needs and limitations on what they need to do in various 
repackaging scenarios.



 Hyper-V and VMware Integrations



Repackager Automation

● Automate VM management

● Invoking the package UI 

● Script from manual steps



Repackaging in Docker

● Containers vs. hypervisors

● Limitations & alternatives

● Strategies for reducing friction while running apps in sandbox environments

● Common gotchas



Repackaging in Docker

Some advantages:

● local-machine like performance
● but not polluting the PC environment
● zero configuration
● good collection of curated OS images (Docker Hub)
● no OS activation or licensing
● no user account setup
● no network adapter configuration needed
● always a fresh container (from the same image)



Docker Settings



Switch to Win Containers

Let us take care of 

all the config minutia...



Default: Linux Containers (WSL2)



Windows Features: Turn ON Containers



Docker Settings

We do all this work, 

so you can focus on your task



Isolation Modes

Windows containers offer two distinct modes of runtime isolation: 

● process isolation
● Hyper-V isolation 

Containers running under both isolation modes are created, managed, and 
function identically. 

They also produce and consume the same container images. 



Isolation Modes

The difference between the isolation modes is to what degree of isolation is

● between the container and the host operating system 
● between the container and all of the other containers running on that host



Process Isolation



Hyper-V Isolation



Default Isolation Mode

Windows containers running on Windows Server default to running with process 
isolation 

Windows containers running on Windows 10 Pro/Enterprise default to running 
with Hyper-V isolation

⚠ Running with process isolation on Windows 10 Pro/Enterprise is meant for 
development/testing. 



You can be explicit about it

> docker run -it --isolation=hyperv 
mcr.microsoft.com/windows/servercore:latest cmd

> docker run -it --isolation=process 
mcr.microsoft.com/windows/servercore:latest cmd



Demo Time



Next Steps

Testing packages and apps in Docker containers (headless)

Let us know what you would like to see here.
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Learn more

www.advancedinstaller.com/repackager

https://www.advancedinstaller.com/repackager.html


Q & A

Ask us anything
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